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ABSTRACT
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Thesis directed by: Dr. Anupam Joshi,
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Resource access control is an important research topic in cloud systems security.

Much of the work has been focused on context-sensitive access control and rule repre-

sentation. In an open source cloud computing platform such as OpenStack, operators use

Role-Based Access Control (RBAC) model to grant user-access to cloud resources. How-

ever, these user level role-based access control technique fails to include a comprehensive

user context. A situational aware framework will provide hardened access security by

bringing in users context in such cloud systems.

In this work, we propose a semantically rich context-sensitive access control system

for OpenStack by incorporating the user's current context attributes like location, time,

etc. We integrate our own knowledge graph dependent attribute-based policy system with

OpenStack policy engine to demonstrate our approach. In a proof-of-concept implemen-

tation, we integrate a knowledge graph with our own access control system to express and

enforce the contextual-situation policies in OpenStack, while keeping OpenStack's current

RBAC architecture in place. The proposed system provides enhanced, flexible access con-

trol while minimizing the overhead of altering the existing access control framework. We

present use cases to highlight the benefits of our system and show enforcement results. The

study also investigates the flexibility of integrating different policy frameworks in Open-

Stack in order to enhance the access control.
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Chapter 1

INTRODUCTION

Cloud computing is an emerging technology, it represents a paradigm shift in terms of

system deployment. Such computing environment allows developers, to create accessible

Internet-based ubiquitous services. Securing this environment from unauthorized users,

formulates the need for Access Control. Access control systems allow an application to

verify the identity of a user or another application. Once authenticated they can create,

read, write, or append any resource or object. Generally, security administrators appropri-

ate roles, and these roles are used to authorize users and applications via access control

policies. These policies play a vital role in regulating the behavior and functionality of the

system.

In general, access control policies are quite complex. Policies control access rights

within an organization, they also dictate an organization's operational behavior. For exam-

ple, a policy may require that an organization has to encrypt its data as per some required

minimum standard, say, AES 256 while communicating with the outside world. It may fur-

ther restrict the movement of data by designating specific intermediate routers. As access

control policies are expressed in natural language, the current researches focus on express-

ing these policies in the machine-understandable format (Anderson et al. 2003, Kagal,

Finin, & Joshi 2003, Tonti et al. 2003).
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In order to specify organizational policies efficiently, we also need a clearly defined

access control model. These access control models provide a systematic way to represent

an organization's behavioral posture in realistic scenarios.

A challenge for both policies and the descriptive models is to be able to represent

fine-grained context. Industry wide general access control models involve development

of traditional access control frameworks. Such frameworks mainly categories into Manda-

tory Access Control (MAC) (Jin, Krishnan, & Sandhu 2012), Discretionary Access Control

(DAC) (Sandhu & Munawer 1998), Role-Based Access Control (RBAC) (Ferraiolo et al.

2001) and Rule-Based Access Control (Li et al. 2005). Among these Role Based Ac-

cess Control (RBAC) model is the most widely used access control model in the industry

(Sandhu et al. 1996).

Many applications and platforms use a custom form of RBAC as per their needs and

requirements. Major cloud computing platforms such as OpenStack (Sefraoui, Aissaoui, &

Eleuldj 2012), AWS (aws ), and Microsoft Azure (Azu ) utilize RBAC as their authoriza-

tion system. The RBAC system has many advantages and limitations. Some well known

limitations are role explosion and role-permission explosion (Punithasurya & Jeba Priya

2012). In the RBAC model, the access control policies can be defined on the basis of roles,

which curbs the creation of complex access control rules and incorporation of fine-grained

context (Ferraiolo et al. 2001, Fuchs, Pernul, & Sandhu 2011).

Access Control framework, on the other hand, combines various attribute information

to provide greater flexibility. It allows a system to express fine-grained control policies in

a simple and more powerful way (Hu, Kuhn, & Ferraiolo 2015). The attribute information

can be based on user, subject, and resource properties (Hu et al. 2013). This inherent

flexibility permits creation of complex real-world applications and systems.

Nonetheless, it is difficult for existing systems to adapt to attribute-based access con-

trol policies, as they require a definite and a robust attribute and access control management
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system (Jin, Krishnan, & Sandhu 2012). We believe that the appendage of RBAC with at-

tribute information has to be a gradual, but definite next step, so as to develop the future

industry standard.

So as to achieve this, we can add contextual attributes to role centric system. An

role-centric system can be augmented with user, environmental, application oriented, or a

combination of these contextual attributes (Das, Joshi, & Finin 2017). The system-state

machine can be further differentiated based on these contextual attributes. Typically, the

user context comprises of a users location, profile, rights, the current authorization, time,

actions, etc. Similarly, the environmental context can contain infrastructure, physical prop-

erties and restrictions. This can include, the system's current time. Application context

defines the system flow to fulfill various application specific needs of a user. An exam-

ple for such a scenario can be, permitting communication only on an AES 256 encrypted

connection.

Consider Access Control on a smart-phone, which provides permission to an installed

messaging application. The user may want context augmented policies that state: ‘the

messaging application can be used between 8 AM to 9 PM except when in a meeting’. The

access control model in this case needs to extend the traditional Attribute Based Access

Control (ABAC) models with user and environmental context.

In this work, we propose a role-centric attribute based access control model for cloud

systems by adding contextual attributes to core cloud access control systems. We create

policy representations where context dependent information is included in the access con-

trol models.

We developed a simulation of OpenStack Access Control Model using a knowledge

graph and added the provisioning of configurable contextual attributes to the same. Addi-

tionally, we built an attribute-based policy system which uses above knowledge graph to

evaluate access decision for an OpenStack API request. This newly built policy system is
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integrated with the existing OpenStack policy engine, which provides a unifying frame-

work to define, administer and enforce commonly known access control policies as well as

new context-aware access control policies. It enables expression and enforcement of com-

plex access control policies which are difficult to demonstrate in languages like XML. In

the end, we bring advantage to develop flexible, more secure and controlled access control

for the cloud system. Also, this allows us to extend existing RBAC in OpenStack with

contextual attributes in order to combine the advantages of both models.

As a proof of concept, we extend the existing RBAC in OpenStack (Tang & Sandhu

2014) with contextual attributes. Our attribute-based policy system, is a general purpose se-

mantically rich, context-aware, attribute-based access control framework. The system uti-

lizes a knowledge graph, which replaces the existing access control module of OpenStack.

It acts as an authorization component by getting information and permissions from the

knowledge graph and then evaluates authorization decisions. The OpenStack sub-modules

then enforce the decisions taken by our system. Our system is versatile enough, so as to

enforce different types of access control policies. To facilitate communication between

OpenStack and our system, we implement a RESTful service. This service takes an input

API request from OpenStack, along with the contextual information, and returns the access

control decision.

The rest of the paper is organized as follows – Section 2 discusses our related work.We

present our system's architecture and explain different components in Section 4. We evalu-

ate our system in Section 6. We discuss our future work and conclusion in Section 7.

1.0.1 Contributions

We created a context-aware access control model which integrates attributes to Role-

Based Access Control (RBAC) policies. These policies permit access decisions based on

contextual attributes information of users and resources being accessed. Access decisions
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are evaluated using a context augmented knowledge graph. We integrated our policy system

with the OpenStack's access control engine which provides a unifying framework to define,

administer, and enforce commonly known access control policies as well as new context-

aware access control policies. Additionally, we compared both the systems i.e first with

RBAC policy in OpenStack without any modifications, and second, our context enhanced

role-centric policy. This allows us to compare and combine the advantages provided by

both models.



Chapter 2

RELATED WORK & BACKGROUND

2.0.1 Access Control

Attribute based access control in cloud systems and in OpenStack has been studied

with different traditional access control models like DAC (Sandhu & Munawer 1998),

MAC (Jin, Krishnan, & Sandhu 2012), RBAC (Ferraiolo et al. 2001). These models

are identity-based, and the identification is usually done through roles assignment (Yuan

& Tong 2005). These models however, are suitable for static systems, with limited set of

users and services (Khan 2012). These systems are mostly centralized (Jiang & Zhang

2012). Policies in attribute based access control models are semantically more expressive

than the RBAC model (Hu, Kuhn, & Ferraiolo 2015). Jin et. al. (Jin, Krishnan, & Sandhu

2012) created a combined attribute-based access control model that can be configured to

with DAC, MAC, and RBAC (Jin, Krishnan, & Sandhu 2014). They also created a proof of

concept using an OpenStack implementation, where they replaced the native RBAC (Tang

& Sandhu 2014).

Our approach is designed to incorporate contextual attributes in OpenStack's existing

RBAC framework. Approaches to include attributes in OpenStack for cloud federation and

identity management have been discussed by Chadwick et al. (Chadwick et al. 2014) and

by Lee et al. (Lee & Desai 2014).

6
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Pustchi et al. (Pustchi & Sandhu 2015) have discussed the application of attribute

based access control to enable collaboration between tenants in a cloud IaaS platform.

In our technique we focus on authorization within a single tenant. A formal role-centric

attribute-based access control (RABAC) model has been proposed by Jin et al. (Jin,

Sandhu, & Krishnan 2012), along with XACML profiles. XACML is a general-purpose

access control policy language for managing access to resources. Joshi et al. (Joshi et

al. 2017), have proposed a semantically rich access control system that evaluates access

decisions based on rules generated using the organizations confidentiality policies. Their

proposed system analyzes the multi-valued attributes of the user and the requested docu-

ment, before making an access decision.

2.0.2 OpenStack

A private cloud can be installed in an organization only with the help of a private cloud

middleware. A cloud middleware is a tool that helps setup the cloud environment, which

acts in the middle of cloud resources and the client. It then provisions resource according to

the client's needs. There are two types of private cloud middlewares available - proprietary

and open-source.

FIG. 2.1. OpenStack Architecture
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Enterprise private cloud providers like, Amazon (aws ), Microsoft (Azu ), VMWare

(vmw ), IBM (IBM ), etc. offer solutions to build an organizational private cloud. However,

their offerings remain proprietary, this restricts complex user specific modifications. On the

other hand, open-source private cloud middlewares, like, OpenStack (Sefraoui, Aissaoui,

& Eleuldj 2012) allow modifications.

OpenStack is an open source, distributed cloud system. It keeps its services decou-

pled, and is designed to provide scalability. It is a collection of software pieces that aim to

provide cloud services by virtualizing network, storage, and compute resources. Figure 3.1

shows the OpenStack architecture. There are three modules - Compute node for virtualiza-

tion, Network node for networking, and Controller node for Controlling the environment.

OpenStack community has also developed DevStack (dev ) - for easy installation of Open-

Stack on a single node. In this work, we have used DevStack for single node installations

of OpenStack.

Access control for OpenStack is maintained through the identity service, Keystone.

It has several entities, such as domains and projects in addition to user roles. Keystone is

able to formulate moderately complex authorization models. These authorization models

are built to control access to all cloud resources which include computing, storage, and

network.

Tang et al. (Tang & Sandhu 2014) created a core OpenStack Access Control model

based on the OpenStack Identity API v3. For simplicity, this model was developed by

removing Groups and Domains. In this model, Keystone, like most OpenStack projects,

defines policy rules based on a RBAC approach. The policy file stores various rules for

which some roles have access to certain activities. Each API call requires a corresponding

permission structure to be present in the policy file. This dictates what level of access is

allowed. The syntax for the same is:
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API NAME: RULE STATEMENT

eg.

“identity:create server”: “role:admin or owner”

This translates to: you must have admin or owner role for creating a new server through

the compute service.

Open Stack Core Components and Terminology OpenStack access control model

comprises of users, projects, roles, services, object types, operations, and tokens. Groups

and domains are generally not included in a simplified model since, groups are defined to

be a small collection of users. All users in OpenStack belong to a single domain or tenant.

Only the domain owner or administrator can see, and manage users. Users are individuals

authenticated to access cloud resources. Projects are resource containers, through which

users get access to specific cloud resources such as virtual machines (VMs), storage, etc.

Roles are global entities used to associate users with projects inside a domain. Permissions

are assigned to role-project pairs and are utilized to designate access levels. A cloud ad-

ministrator defines the Role-permission assignments. Object types are different resources

in cloud services such as virtual machines (VMs), images, etc. Operations are access meth-

ods on these object types owned by cloud services.

Each authenticated user receives a token from the identity service, Keystone. This

token defines the scope of resources that the user is allowed to access. A token is equivalent

to a subject and has information about the user, its roles, and its associated projects. To

generate the token it is necessary to send a payload containing credentials in a request. If

the request succeeds, the server returns an authentication token that identifies a specific

user, in a particular project. Then, on executing API requests and including the valid token

in the X-Auth-Token header, you can gain access to a service. If the Unauthorized (401)
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error occurs, we need to request another token. This is the process followed by the RBAC

model. To overcome the limitations of the RBAC model, we extend the simplified current

access control model by adding user attributes. In Section 4 we discuss the extended model

in detail.
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Chapter 3

ATTRIBUTE BASED EXTENSION FOR OPENSTACK

In this section, we describe our contextual attribute based role-centric access control

model for OpenStack by extending it's current simplified access control model.

3.0.1 Access control knowledge representation

Coupling Access control models and policy specification language like Web Ontology

Language (OWL) gives us the means to formulate complex policies. This helps in creating

access control models that are well understood by the security community. We leverage the

power of reasoning to make access control decisions.

In our work we create a knowledge graph and add rules that capture the Attribute

Based Access Control model, thus enabling fine-grained, context-dependent rules. Real-

world entities and their relationships are captured using OWL.

Our system is a general-purpose attribute based access control framework which can

express and query the arbitrary, organization specific, attribute-based access control policy

rules. Our own attribute-base policy framework allows defining access control policies in

terms of a standardized and a generic set of relations and functions that can be reused. The

foremost objective of the system is to provide a unifying framework to support a wide range

of attribute-based policies or complex rules combinations.
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The system has five core entities: users, operations, user attributes, operation at-

tributes, access right classes. The system has a default deny policy architecture (Alicherry,

Keromytis, & Stavrou 2009). This procedure is analogous to a firewall policy where every-

thing is dismissed unless explicitly approved. Administrator will build access grant rules

using default deny policy architecture where the destination will be a set of critical API

operations of OpenStack and the inferred action results will be set to “Grant Access”.

In our current implementation, we utilize only two types of relations assignment for

specifying policies rules which are relations between users to their current attributes, and

user attributes to operation attributes. The general architecture of our attribute-based policy

system is shown in Figure 3.1. It contains the system server and the knowledge graph.

FIG. 3.1. Attribute-Base Policy System Architecture

The system supports a rich set of capabilities for establishing customized access con-

trol policies. It allows to specify access allowed relations and apply constraints. Attribute-

based policy system allows user to define access control policies by creating policy classes,

users, user attributes, setting operations sets and permissions between user attributes and

operations. All this data, information and relations are stored in the form of a knowledge

graph. Users request access to objects through our own policy system which in turn queries

to knowledge graph ontology for access control decisions and enforce these decisions on
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host systems.

FIG. 3.2. Knowledge-Graph

In the attribute enhanced OpenStack access control model, we require that each user

attribute is atomic. Every user is associated with a finite set of user attribute functions

whose values are assigned and modified by the security administrators. For any user, all

the associated user attributes are always active during their lifetime in any defined policy.

As shown in knowledge graph Figure 3.2, we have created Employee, Location, Operation,

Role and Time classes. Property assertion for user-attribute assignments includes different

relations of a user with distinct instances of role, location and time.
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Rule: ’User’ -> {hasLocation == officeSpace ˆ makeRequestAt ==

WeekDayTime ˆ hasRole == Admin ˆ isExecuting == RebootServer

ˆ RebootServer == CriticalOperation } ->

hasAccess(RebootServer)

That is, if a User hasLocation ‘OfficeSpace’ which is an instance of Location class

and makeRequestAt ‘10to5 Weekday’ which is an instance Time class and hasRole ‘Ad-

min’ which is an instance of Role class and executing an operation which is critical opera-

tion then user has access to execute that operation.
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Chapter 4

ENFORCEMENT AND IMPLEMENTATION

This section discusses our enforcement and implementation details of enhanced access

control model by emphasizing contextual attributes in OpenStack employing the system

service.

OpenStack is an emerging opensource cloud platform that presents an architecture to

utilize or enhance its services as per the specifications. In this work, we are focusing on

one of the services of OpenStack namely Nova, a project that provides a way to provision

compute instances. Nova supports creating virtual machines, bare-metal servers, and has

limited support for system containers. As shown in Figure 5.1, OpenStack Access control

policy engine relies on access control and authorization framework which is OSLO policy

engine (Martinelli, Nash, & Topol 2015, OSL ) to estimate the access decisions of cloud

resources.

FIG. 4.1. OpenStack Policy Engine Architecture
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An operator can access the servers and OS services by making API requests to the

compute service. Each OpenStack service defines the access policies for its resources in

an associated policy file. In the current implementation, the compute service is integrated

with the OSLO policy engine (OSL ) to control the access of a resource by either utilizing

the code based implementation of access control policy or policy.json file. For example,

a resource could be API access, the ability to attach to a volume, or to fire up instances.

Since OpenStack is open-source service, it provides the capability to integrate our own

attribute-based policy system in its authorization framework. To enforce user's contextual

attributes, OpenStack is using an organization knowledge store. This organizational knowl-

edge store has all the contextual information of any user like current location, time, host IP,

etc. This store can be populated through the system's current location and time or retrieved

from other OpenStack projects which store user's details. The enforcement framework uses

OpenStack Ocata (Oca ) release with Identity API version 2 and our own attribute-based

policy system.

4.0.1 Enforcement Architecture

FIG. 4.2. Extended System Architecture
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In this architecture, we utilize the attribute-based policy system as a centralized pol-

icy administration module that returns a set of user permissions on objects based on the

rules definitions. The OpenStack compute service is connected to an active directory, an

organizational knowledge store having all the users and their associated user attributes. We

also assume that OpenStack uses system services or OpenStack projects as its user identity

back-end to store all users related information, including attributes. As shown in Figure

3.2, we have organized a knowledge graph of user's permission which has all the relations

of a user with their current contextual attributes and allowed compute service API opera-

tion based those relations. Due to the dynamic nature of cloud objects, we acknowledge

OpenStack commands as objects in the policy defined in the knowledge graph. The com-

mands are specific to each service in OpenStack such as Nova, Glance, Cinder, etc. The

policy definitions, typically listed in OpenStack policy file have been defined in our own

attribute-based policy system in an Operation class as shown in Figure 4.3.

FIG. 4.3. Class hierarchy

One instance of our operation class, from “Objects/Attributes” view, is shown in Fig-

ure 4.3. For the current implementation, we have examined a sample policy specified for
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Nova API commands in OpenStack. The user attributes and objects in knowledge graph

are associated with a specific operation set, for example, the operation set with “allowed

access” permissions defined between user attributeadmin, and objectcompute extension-

rebootServer. The user attributes and objects in knowledge graph are associated with a

specific operation set, for example, the operation set with “allowed access” permissions de-

fined between user attributeadmin, and objectcompute extension-rebootServer. That means

the attribute value admin has allowed access permissions on computer extension-reboot

server command so, the user with any of these roles is authorized to do this operation in

OpenStack. OpenStack services communicate through a RESTful API to our system which

then interfaces with the knowledge graph's inferred results server for making authorization

decisions.

4.0.2 Attribute-Based Policy System

our system is an interface for conversation between inferred policy rules and different

OpenStack services. It is written in Python using a RESTful API and acts as a REST-

ful server for OpenStack services. The OpenStack service requires the user to query the

knowledge store and fetch the user's current attributes to perform any operation. Then the

request is forwarded to the developed policy system which initially verifies the project in

the target and operation to be performed. Next, it makes the access control decisions by

calling different program functions utilizing contextual attribute extension for OpenStack.

The system replaces the existing policy engine in OpenStack and is responsible for

evaluating the access rules defined in knowledge graph and delivers the access decisions to

OpenStack services. OpenStack Services are the policy enforcement modules that drive the

access control verdicts returned by the attribute-based policy system and responds to the

users with appropriate results. A sequence diagram exhibiting authorization in OpenStack

utilizing knowledge store and our own policy system is shown in Figure 5.2. It explains
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the course of actions involved in the authorization process. Currently, the system operates

with two types of policies, an RBAC policy (same as OpenStack's current access control

policy), and a role-centric attribute-based policy with user's contextual attributes taken into

account and it can be easily extended to implement other sorts of access control policies as

expected.

This implementation is a proof-of-concept. It centers to demonstrate the applicability

and feasibility of our proposed model in the OpenStack cloud platform. However, it has

not optimized for performance. The attribute-based policy system can be devised to be

a universally independent component which can be used with several policy-configuration

tools that contribute additional benefits like dynamically resolving policy rules conflict, and

be applicable to cloud platforms besides OpenStack.

4.0.3 Alternate Approaches

A reasoner is a key component for working with OWL ontologies. In fact, all querying

of an OWL ontology should be done using a reasoner. This is because knowledge in an

ontology might not be explicit and a reasoner is required to deduce implicit knowledge so

that the correct query results are obtained. In order to access a reasoner via the API, a

reasoner implementation is needed. The OWL API includes the OWLReasoner interface

for accessing OWL reasoners. JFact, HermiT, Pellet are few general purpose reasoners

which provide implementations of the OWL API OWLReasoner interface.

OpenStack access control system has the capability to integrate with external access

control engine. There are three possible ways to implement these modifications. We can in-

tegrate general-purpose reasoner, SPARQL query engine or special purpose programmable

custom reasoner with the current implementation of OpenStack access control engine. For

our proof of concept, we have experimented with these set of reasoner and analyzed their

results and performances.
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Initially, we experimented with a Pellet reasoner. Pellet is an open-source Java based

OWL 2 reasoner. We have loaded the knowledge graph of our ontology to the reasoner

and created property and resources for query the reasoner. It’s possible to directly load a

file that contains SWRL rules into Pellet and rules will be parsed and processed. There

are two options either to use the OWLAPI or Jena interface; they both handle SWRL. We

have used OWLAPI to perform the reasoning over our ontology and extracted the inferred

results from this reasoner into a separate result file. Later, we exposed those results through

a Python service which is integrated with the OpenStack Policy engine. The mentioned

service results allowed operations that are permitted to a user based on its current contextual

attributes provided as an input.

We also experimented with Apache Jena, it’s an open-source framework for building

semantic web applications. Fuseki is a component of Jena that lets you query an RDF

data model using the SPARQL query language. Fuseki is a SPARQL server which pro-

vides REST-style SPARQL HTTP Update, SPARQL Query, and SPARQL Update using

the SPARQL protocol over HTTP. We installed the latest version of Fuseki server into our

local machine and instead of extracting the results in a file we stored the results in Fuseki

server. After this, we execute SPARQL queries using a wrapper around a SPARQL service,

called as SPARQLWrapper. This wrapper service helps in creating the query URI and, pos-

sibly, convert the result into a more manageable format. Based on the results obtained from

the SPARQL query, we forwarded the access decision back to OpenStack access control

engine.

In order to test with special purpose reasoner, we created our own simplified custom

procedural reasoning engine. This was a programmatic approach which involved, creation

of a small set of classes and their relations. We have created functional rules using nested

conditional checks. Then we implemented a service which uses a couple of functions to do

the reasoning and verifying the results.
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This overall attempt was just a preliminary attempt to verify the system results and

flexibility along with analyzing the performance of with different approaches. We noticed

that there is no major significant performance difference while experimenting with gen-

eral purpose and special purpose reasoner. Although we tried with special small amounts

of instances and rules with special reasoner, the performance evaluation matrix shows a

minor difference in overall request-response time compared to other approaches. With our

own programmatic special purpose reasoner we obtained expected results and slight perfor-

mance improvement but for a variety of large use case and dataset, you can use the general

purpose reasoner as these are production level reasoner.

As the policy system is flexible to integrate with any reasoner, it’s just required to mod-

ify the endpoint in policy system. While experimenting with the general purpose reasoner

we used RDF formate instead of JSON because it helped to clearly define the contextual

attributes of users and resources. But JSON could be a great alternative if you consider the

scalability aspect of the system.



22

Chapter 5

USE CASES

We explain two use cases - first, with only roles and second with roles and user at-

tributes. These use cases illustrate, how a simplified existing access control model and an

attribute-based enhanced access control model can be enforced in OpenStack.

5.0.1 A Simplified RBAC Policy Model with Query Engine

Initially, we use a sample RBAC policy, equivalent to OpenStack access control pol-

icy with two roles Admin and Staff and four Nova commands: compute extension-create,

compute extension-delete, compute extension-reboot, and compute extension-show. Pre-

ceding samples command preferred for the use case. Additionally, we can also specify

authorization policies for other commands in various services of OpenStack. The permis-

sions are determined based on the user's role assigned for a specific project. The Nova API

commands are used to generate ssh keys for a user which are utilized to authenticate the

API call. The authorization rules for each command, for a generic user u, are given below.

Roles : {Admin,Owner}

Authorization rules for any user u:
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• Compute extension-list:

Role(u) = Admin

• Compute extension-create:

(Role(u) = Admin ∧Role(u) = Owner)

• compute extension-delete:

Role(u) = Admin ∧Role(u) = Owner

The above rules assert that a user must have an Admin role to list existing servers,

whereas to perform the compute extension-create and compute extension-delete server op-

erations the user is required to be an Admin or Owner. To enforce the authorization policy,

we define a similar policy to approve each of these commands in our system. There are two

roles defined an Admin and an Owner along with the relationship between commands and

roles via operation sets.

5.0.2 An attribute based Role-Centric Access Control

Now we discuss an attribute-based role-centric access control model. The attributes

are determined based on the contextual information of a user along with attributes of an

operation to be performed. This is an example of our contextual attribute-based access

control policy of OpenStack. Besides roles and commands, there are user attributes Lo-

cation, Time, Role and Operation - severity attribute that can be assigned only one value

from its range. For simplicity we have considered Location within range:

{OfficeLocation,NonOfficeLocation}
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Similarly for Time range:

{WeekdayWorkT ime,WeekdayOffT ime,Weekend}

Also, the Operation-severity attribute can have one of the values of:

{CriticalOperation,NormalOperation}

User attributes are atomic valued, unlike roles which imply that a user can have multiple

roles assigned but it can have only one location and time value. For any user, accesses are

defined based on their roles and their associated user and operation attributes. In an orga-

nization, there are multiple roles and contextual attributes, and permissions are assigned

based on these parameters.

Give below is the authorization policy based on roles and contextual attributes. As

shown in figure 5.1, we have constructed a sample username: ‘V ishal’ and assigned few

property values to it signifying its current contextual attributes.

FIG. 5.1. RDF for an instance of Class Employee

That is User ’V ishal’ hasLocation ’OfficeSpace’ which is an instance of Location
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class and makeRequestAt ’10to5 Weekday’ which is an instance Time class and hasRole

’SoftwareEngineer2’ which is an instance of Admin class which is a subclass of Class

Role. Additionally, an access grant is requested for the Role-Operation relations, which

covers relations between role instance and operation:

Admin → {isExecuting → RebootServer}

That is User with having role ’Admin’ is executing Operation ’RebootServer’ which

is an instance of CriticalOperations class which is the subclass of Class Operations.

And we have created a set of policy rules which make access grant decisions based

on user attributes and prominence of an operation to be executed. These set of policy rules

looks like:

FIG. 5.2. Policy Rules Comprising Contextual attributes

Rule 1: CriticalOperations(?opr), Employee(?emp), hasRole(?emp,

?rle), Admin(?rle) -> hasRoleBasedAccess(?emp, ?opr)

Rule 2: CriticalOperations(?opr), Employee(?emp),

hasLocation(?emp, ?loc), OfficeLocation(?loc) ->

hasLocationBasedAccess(?emp, ?opr)
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Rule 3: WeekdayDayTime(?time), hasTime(?emp, ?time),

CriticalOperations(?opr), Employee(?emp) ->

hasTimeBasedAccess(?emp, ?opr)

Rule 4: hasRoleBasedAccess(?emp, ?opr), Operation(?opr),

hasTimeBasedAccess(?emp, ?opr), Employee(?emp),

hasLocationBasedAccess(?emp, ?opr) -> hasAccess(?emp, ?opr)

As per the first rule, an employee ‘emp’ is authorized to all the instance of Critical-

Operation class only if the employee has the location which is the instance of an OfficeLo-

cation class. This access right is an intermediate right which we have defined as Location-

based access. Similarly, we have created Role-based and Time-Based access which is

evaluated based on an employee's assigned role and current local time. These intermediate

rules are evaluated for making an overall decision in Rule 4, i.e., an employee is allowed

to execute the operation if he has the location, time, and role-based access allotted. All

of these requirements need to be accurate otherwise, an employee without the specified

role and contextual attribute values will be denied. Since this is a role-centric policy, the

roles are checked first and then, the user attribute values. If a role check fails then the

user-attribute value is not checked and access is denied.

Inferred results of different rules and configuring valid attribute information generates

the access decision which looks like:

That is employee ’Vishal’ has granted an access to listed critical operations. A system

screenshot of results in OpenStack is presented in Figure 5.3.

Figure 5.4 shows access grant decisions observed on providing authorized and unau-

thorized contextual policy information while making API requests. The figure, signifies

requests and response of current authorization API for servers, images, and flavors of Open-
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FIG. 5.3. Inferred results on reasoning policy rules
Stack server.

In Figure 5.5, the highlighted text depicts the unauthorized request exception. The

values of contextual attributes determine the access grant.
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FIG. 5.4. Authorized Policy Requests

FIG. 5.5. Unauthorized Policy Requests
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Chapter 6

EVALUATIONS

This section describes the results and details of our performance evaluation. Further,

we analyze the applicability of our modified access control system with possible perfor-

mance enrichments. The experiments were performed on two policies discussed in the use

case section.

We develop a Python script to examine the performance of Nova API commands and

ascertain the time needed for the set of requests (compute API service operation). The

graph shown below represents the overall time for the set of requests executed by an Open-

Stack user. Our main aspiration is to evaluate the time needed for authorization in exist-

ing OpenStack access control framework and a contextual attribute-based policy extended

OpenStack access control framework by utilizing the Knowledge Graph and our Policy

System.

These graphs comprise of two curves, first for an RBAC policy in OpenStack with-

out any modifications (OS RBAC), and second for our contextual-attribute enhanced role-

centric policy in OpenStack with Knowledge Graph and our policy system. The overall

request response time for these two cases are quite similar since the access grant decision

check time for each of these cases are not significantly different from each other. As we

are using upgraded knowledge graph and policy system features, there is not much latency
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FIG. 6.1. Overall Time Taken in Requests-Response
in policy evaluation time compared to old platforms like ‘cwm engine’ of REIN policy

framework (Rei ).
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Chapter 7

CONCLUSION AND FUTURE WORK

In this work, we implemented a contextual attribute-based access control system for

OpenStack and imposed it utilizing the Knowledge Graph and Policy System. Adding con-

textual attribute while deciding access grant decision makes the access control system more

secure and also adds flexibility for writing complex access control models. We presented

use cases to depict the applicability and benefits of our Policy System extension with user

and resource attributes. We also investigated the cost and feasibility of this model and

its enforcement architecture. This is an initial attempt towards applying a combination of

attribute-based access control model and role-centric access control model in widely used

cloud systems.

We believe this work will facilitate the transition towards contextual attribute incor-

poration and will open prospective avenues to apply attribute-based access control in real-

world applications using our Policy system. There are many interesting capabilities can be

explored for Policy system as extensions to our model such as applying a combination of

different access control policies defined in the current system, resolving access control pol-

icy conflicts in collaborative cloud systems or incorporating deny relations and constraints

in the policies. This add-on might lead to a self contradictory policy and it will require

a serious policy upgrade. Attribute and Role hierarchy are one of the possible extensions
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that can be a great addition in our model. Besides these, the proposed implementation is a

proof-of-concept and hasn't been optimized for a real production environment. Addition-

ally, we can maintain the reasoning result history which will help to improve the reasoning

over complex policies or use those while integrating with other systems. But this might

lead to a problem where storing these result will consume lot of memory which eventually

needs a purging logic to deal with the scalability aspect.

The future work includes applying further performance enhancements to the enforce-

ment framework and making it flexible for integration with all public and private cloud

systems.
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